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Capabilities Statement
Black Kite is a non-intrusive intelligence-gathering platform that identifies critical
vulnerabilities, pinpoints compliance gaps, quantifies cyber risk in financial terms

and can detect the likelihood of a ransomware attack with high fidelity data. 

CISOs Choice Award, Risk Management
2020, 2021, 2022 and Partner in
Success 2022
Gartner Customer First Technology
Provider

Awards

54151 - Computer Systems Design and
Related Services

NAICS

Continuous Supply Chain Cyber Risk management
The ONLY security ratings service using standards-based methodology

Using data and machine learning, Black Kite's RSI™ discovers the
likelihood that an organization will experience a ransomware attack.

Digital Footprint
Patch Management
Application Security
CDN Security
Website Security
SSL/TLS Strength
Credential Management
Hacktivist Shares
Social Network
Information Disclosure
Attack Surface
DNS Health
Email Security
DDoS Resiliency
Network Security
Brand Monitoring
IP Reputation
Fraudulent Apps
Fraudulent Domains
Web Ranking

Technical Cyber Rating
Automated Risk
Quantification

85%

Questionnaire &
Compliance Correlation

Easy-to-understand
letter grades with risk
intelligence beyond a
rating
Real-time continuous
attack surface
monitoring
Powerful performance
behind 20 technical
categories
Trusted, standards-
based intelligence

Understand the
potential financial
impact (risk) to your
organization in the case
of a cyber breach
Cost-effectively achieve
and maintain an
acceptable level of loss
exposure
Effectively
communicate risks
internally and to the
board

Automates
consumption of a wide
variety of
questionnaires and
internal policies
Map content to well-
known standards and
frameworks within
minutes, including
CMMC, NIST 800-171
and 800-53

Results in Minutes:
Summary View Dashboards
Letter Grade Cyber Ratings
Standards-Based Risk Quantification
Automated Compliance Mapping
Benchmark & Strategy Reporting
Ransomware Susceptibility

Reporting & Tools:
Dashboards
Scheduled Reports
Workflow Engine
Ticketing.& Audit Logs
Integrations
VendorMap™

Technology
Integrations: & More

publicsector@blackkite.com

Large Data Lake:
Dashboards
Scheduled Reports
Workflow Engine
Ticketing.& Audit Logs
Integrations
VendorMap™

DHS CISA
CDM APL
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